**KLAUZULA INFORMACYJNA –**

**DZIAŁANIA NASTĘPCZE W ZWIĄZKU ZE ZGŁOSZONYM**

**POTENCJALNYM NARUSZENIEM PRAWA –**

**ZGŁASZAJĄCY, OSOBA POMAGAJĄCA I POWIĄZANA ZE ZGŁASZAJĄCYM**

1. Administratorem danych osobowych jest „Skarbnica Narodowa” Sp. z o.o. z siedzibą w Warszawie, Al. Jana Pawła II 19, 00-854 Warszawa, wpisana do rejestru prowadzonego przez Sąd Rejonowy dla Miasta Stołecznego Warszawy, XII Wydział Gospodarczy Krajowego Rejestru Sądowego pod numerem KRS 0000241299, NIP 5252348337, REGON 120159953, (dalej jako: Skarbnica Narodowa lub My).
2. Skarbnica Narodowa wyznaczyła Inspektora Ochrony Danych – panią Kingę Zagrajek, z którą można skontaktować się pod adresem email: [IOD@skarbnicanarodowa.pl](mailto:IOD@skarbnicanarodowa.pl).
3. Twoje dane osobowe przetwarzamy w celu przyjęcia i weryfikacji zgłoszenia naruszenia prawa oraz, w stosownym przypadku, podjęcia Działań następczych zgodnie z wewnętrzną procedurą zgłaszania naruszeń prawa i podejmowania działań następczych (tzw. Procedura zgłoszeń wewnętrznych), która została ustalona na podstawie przepisów prawa, w tym ustawy z dnia 14 czerwca 2024 r. oraz ustawy z dnia 1 marca 2018 r. o przeciwdziałaniu praniu pieniędzy oraz finansowaniu terroryzmu.
4. Podanie danych osobowych jest co do zasady wymogiem prawnym.

Procedura zgłoszeń wewnętrznych przewiduje wyjątek od tej zasady i możliwość przesłania zgłoszenia anonimowego wyłącznie w zakresie informowania o naruszeniach prawa w obszarze przeciwdziałania praniu pieniędzy i finansowania terroryzmu lub działalności zmierzającej do zatajenie takiego naruszenia. Brak podania danych może uniemożliwić prawidłowe rozpatrzenie zgłoszenia. Ponadto musisz wiedzieć, że brak podania danych spowoduje, że nie będziemy mogli się z Tobą skontaktować w celu zadania dodatkowych pytań, ani potwierdzić przejęcia Zgłoszenia wewnętrznego i przekazać Informacji zwrotnej.

1. Podstawą prawną przetwarzania Twoich danych jest art. 6 ust. 1 lit. c RODO, ponieważ ich przetwarzanie jest niezbędne do wypełnienia obowiązku prawnego ciążącego na nas jako administratorze danych. Obowiązkiem tym jest zapewnienie możliwości przyjmowania Zgłoszeń wewnętrznych i podejmowanie Działań następczych na warunkach określonych w przepisach prawa. Jeśli podałaś/eś nam swoje dane szczególnej kategorii (lub zostały nam przekazane przez Zgłaszającego) tj. dane ujawniające pochodzenie rasowe lub etniczne, poglądy polityczne, przekonania religijne lub światopoglądowe, przynależność do związków zawodowych, dane genetyczne, dane dotyczące zdrowia, seksualności lub orientacji seksualnej, to będziemy je przetwarzać ze względu na niezbędność dla celów związanych z ważnym interesem publicznym (art. 9 ust. 2 lit. g RODO). Interesem tym jest rozpatrzenie zgłoszenia dot. potencjalnego naruszenia stanowiącego zagrożenie dla interesu publicznego. Jeśli nie musisz, nie podawaj nam tych danych. Jeśli jesteś Zgłaszającym, możesz dodatkowo wyrazić zgodę na ujawnienie swoich danych. W takiej sytuacji podstawą przetwarzania danych będzie wyrażona przez Ciebie zgoda (art. 6 ust. 1 lit. a RODO).
2. Dane pozyskaliśmy bezpośrednio od Ciebie. Jeżeli jesteś Osobą pomagającą w dokonaniu zgłoszenia lub Osobą powiązaną ze zgłaszającym, Twoje dane pozyskaliśmy bezpośrednio od Ciebie lub od Zgłaszającego.
3. Twoje dane nie będą podlegały profilowaniu ani zautomatyzowanemu podejmowaniu decyzji.
4. Będziemy przetwarzać Twoje dane nie dłużej niż przez okres 3 lat po zakończeniu roku kalendarzowego, w którym zakończono Działania następcze lub po zakończeniu postepowań zainicjowanych tymi działaniami. Dane osobowe, które nie mają znaczenia dla rozpatrywania Zgłoszenia wewnętrznego, a zostały przypadkowo zebrane będziemy przechowywać maksymalnie przez okres 14 dni od chwili ustalenia, że nie mają one znaczenia dla sprawy.
5. Dostęp do Twoich danych będzie mieć podmiot zewnętrzny, który jest odpowiedzialny za przyjęcie Zgłoszenia wewnętrznego. Ponadto Twoje dane mogą być wyjątkowo dostępne dla firm utrzymujących serwery informatyczne, dostarczających pocztę elektroniczną oraz oprogramowanie wykorzystywane do obsługi zgłoszeń. Są to profesjonalne podmioty, z którymi mamy zawarte stosowne umowy i które zapewniają poufność i bezpieczeństwo Twoich danych. Ponadto Twoje dane mogą być przetwarzane przez organy publiczne, które mogą je otrzymać w ramach konkretnego postępowania prowadzonego na podstawie przepisów prawa.
6. Informujemy, że masz prawo (w granicach określonych przepisami prawa): żądania dostępu do treści swoich danych osobowych, ich sprostowania, usunięcia lub ograniczenia przetwarzania danych.
7. Jeśli jesteś Zgłaszającym i wyraziłaś/eś zgodę na ujawnienie swoich danych, to masz prawo do cofnięcia zgody w dowolnym momencie bez wpływu na zgodność z prawem przetwarzania, którego dokonano na podstawie zgody przed jej cofnięciem.
8. Odrębnie chcemy poinformować, że masz ponadto prawo do tzw. sprzeciwu wobec przetwarzania Twoich danych osobowych.
9. Uprawnienia, o których mowa powyżej możesz wykonać poprzez kontakt pod adresem

e-mail: [sygnalista@coreconsulting.pl](mailto:sygnalista@coreconsulting.pl), listownie na adres: CORE Consulting sp. z o.o., ul. Stary Rynek 80/82, 61-772 Poznań z dopiskiem na kopercie „poufne” lub dzwoniąc pod numer: 800 800 250.

1. Jeżeli uznasz, że w jakikolwiek sposób naruszyliśmy reguły przetwarzania Twoich danych osobowych to **masz prawo do złożenia skargi bezpośrednio do organu nadzoru** (Prezesa Urzędu Ochrony Danych Osobowych, ul. Stawki 2, 00-193 Warszawa, tel. 22 531-03-00,

e-mail: [iod@uodo.gov.pl](mailto:iod@uodo.gov.pl), [www.uodo.gov.pl](http://www.uodo.gov.pl)).